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Accompanying the certification application for conducting an Information Security System Certification Audit, in accordance with the ISO 27001 standard, and/or the PIMS System in accordance with the ISO 27701 standard.

	Organization Name
	



Answer the following questions, based on the organization's information security reliance on the statements below. Please select only one answer in each table.

	(A)
	Type(s) of business and regulatory requirements

	1
	Organization works in non-critical business sectors and non-regulated sectors *
	☐

	2
	Organization has customers in critical business sectors *
	☐

	3
	Organization works in critical business sectors *
	☐

	* Critical business sectors are sectors that may affect critical public services that will cause risk to health, security, economy, image and government ability to function that may have a very large negative impact to the country.



	(B)
	Process and tasks

	1
	Standard processes with standard and repetitive tasks; lots of persons doing work under the organization’s control carrying out the same tasks; few products or services
	☐

	2
	Standard but non-repetitive processes, with high number of products or services
	☐

	3
	Complex processes, high number of products and services, many business units included in the scope of certification (ISMS covers highly complex processes or relatively high number or unique activities
	☐



	(C)
	Level of establishment of the MS

	1
	ISMS is already well established and/or other management systems are in place
	☐

	2
	Some elements of other management systems are implemented, others not
	☐

	3
	No other management systems are in place; ISMS is relatively new and has not yet been established
	☐





	(D)
	IT infrastructure complexity

	1
	Few or highly standardized IT platforms, servers, operating systems, databases, networks, etc
	☐

	2
	Several different IT platforms, servers, operating systems, databases, networks
	☐

	3
	Many different IT platforms, servers, operating systems, databases, networks
	☐



	(E)
	Dependency on outsourcing and suppliers, including cloud services

	1
	Little or no dependency on outsourcing or suppliers
	☐

	2
	Some dependency on outsourcing or suppliers, related to some but not all important business activities
	☐

	3
	High dependency on outsourcing or suppliers, large impact on important business activities
	☐



	(F)
	Information System development

	1
	None or a very limited in-house system/application development
	☐

	2
	Some in-house or outsourced system/application development for some important business purposes
	☐

	3
	Extensive in-house or outsourced system/application development for important business purposes
	☐





To be completed only for ISO 27701
Please provide the information requested below for your existing ISO 27001 certificate. If your organization is in the process of certification, you can leave the fields blank. Please note that an ISO 27701 certificate can only be granted to organizations that have a certified information security management system in accordance with ISO 27001, and the certification scope must be the same as the ISO 27001 certificate (or part thereof).

	Certificate Number
	

	Certificate Issue Date
	

	Certificate Expiration Date
	

	Certification Scope
	



	What is the organization's role regarding PII (Personally Identifiable Information)?

	Controller
	☐

	Processor
	☐

	Controller and Processor
	☐



	Number of personnel involved in the scope of ISO 27701
	

	Are there shifts.
	...

	Other personnel
(part time, seasonal, subcontractors, etc.)
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